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	Qualification  
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	22/03/18

	Assessor name
	James Tedder

	

	Assignment title
	Assignment 1 – SLiCk Network Solutions.

	The purpose of this assignment is to:
To provide learners with opportunities to manage, support and implement a secure network infrastructure for a commercial LAN or WAN environment.

	The Brief
You are employed at SLiCk Network Consultants as a junior network administrator. You have been asked to manage the planning, installation deployment of a Network Operating System and the infrastructure required for a client company. 

Produce a report to help them understand NOS (Network Operating Systems) so they can make strategic decisions on developing their network. 

Format
All written work and forms are to be handed in using a green folder, with a contents sheet in size 12 fonts. Plagiarism is not allowed in any work that is handed in and all work must be referenced, using the Harvard referencing system.


You will be penalised if you do not reference your sources appropriately!

“Plagiarism is the deliberate attempt to gain advantage by presenting work that is not your own. Plagiarism occurs where referencing is deliberately not undertaken in presentations, essays, oral presentations.  Cases of alleged plagiarism will be investigated at marking meetings of the course team.  You may face disciplinary procedures if you are deemed to have plagiarised work”.


	Task 1.1 
You are required to evaluate types of NOS and NOS services of a selection of Network Operating Systems such as standalone, infrastructure based and cluster based systems.

Task 1.2
Add a section to your report that discusses the benefits of disaster recovery and NOS security. Cover the following points; backup methodology, data recovery, mirrored systems, virtualisation, UPS (Uninterruptible Power Supply), backup-power supply, off site management, high availability, fault tolerance, management of updates/patches, anti-virus protection, physical access policies, service access policies, user access policies, policy management, user audits, group audits, continual vetting of access, authentication policies and practice, password policy.
Task 1.3
Add a final section to the report that critically compares a selection of current NOS’s in use.
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CRITERIA 
1 Understand network operating systems principles

NOS: types eg standalone, infrastructure based, cluster based

NOS services: types eg file, web, print, remote access, proxy, terminal services, firewall, access control, infrastructure management, ecommerce

Disaster recovery: backup methodology, data recovery, mirrored systems, virtualisation, UPS (Uninterruptible Power Supply), backup-power supply, off site management, high availability, fault tolerance

NOS selection: open source, proprietary, general purpose, task specific

NOS security: management of updates/patches, anti-virus protection, physical access policies, service access policies, user access policies, policy management, user audits, group audits, continual vetting of access, authentication policies and practice, password policy


	In addition to the above PASS criteria, this assignment gives you the opportunity to submit evidence in order to achieve the following MERIT and DISTINCTION grades

	Grade Descriptor
	Indicative characteristic/s
	Contextualisation

	M1 Identify and apply

strategies to find

appropriate solutions

	An effective approach to study and research has been applied.
	To achieve M1 you must identify a range of appropriate research sources and analysed the information that you have collected. 

	D1 Demonstrate

convergent/lateral/creative

thinking
	Innovation and creative thought have been applied.
	To achieve D1 you must be able to demonstrate that you have applied innovative and creative thought to your research work. You will have

considered all of the NOS principles and used research methods that:

· Used creative research techniques

· Were appropriate in terms of the resources required for the client. (See brief)

· Meet the needs of the client. (See brief)


